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Abstract: This contribution would like to propose a new solution on support of Credentials Holder scenarios over untrusted non-3GPP access in SNPN.
1. Introduction/Discussion
Clause 5.30.2.8 and Annex D, clause D.3 of TS 23.501 [3] specify how the UE can access SNPN services via a PLMN. Solution #2 defines how the UE can access SNPN services via Untrusted non-3GPP access network using the credentials owned by the SNPN. 
This solution defines how the UE can access SNPN via Untrusted non-3GPP access network by using credentials owned by Credentials Holder separate from the SNPN.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-08.
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* * * * Second change * * * *
6.X	Solution #X: Support of Credentials Holder scenarios over untrusted non-3GPP access in SNPN
6.X.1	Introduction
Editor's Note:	This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.
This solution aims at addressing key Issue #2 about support of Non-3GPP access for SNPN. In particular, this solution mainly focuses on how to support functionalities defined in R17 eNPN such as accessing SNPN using credentials owned by Credentials Holder separate from the SNPN over untrusted non-3GPP access. For UE accessing SNPN using credentials owned by the SNPN, Solution #2 specified in clause 6.2 can be applied.
6.X.2	Functional Description
Editor's Note:	This clause further details the solution principles and any assumptions made. 
When UE accesses to a SNPN using credentials owned by Credentials Holder separate from the SNPN, if the UE is configured with GINs, it can select a N3IWF in the SNPN where UE accesses by using credentials owned by the Credentials Holder belonging to a group identified by GINs. 
Editor's Note:It is FFS how GIN can help the UE select N3IWF of the serving SNPN it needs to receive service from.
Therefore, clause 6.3.6.2a of TS 23.501[3] can be applied with following clarifications and additions:
· The UE is configured with a GIN that identifies a group the CH belongs to.
· The FQDN constructed by the UE consists of GIN that identifies a group the CH belongs to and the Visited Country FQDN, indicating the query is for SNPN and performing a DNS query for the resulting FQDN. 
The example of N3IWF FQDN consisting of GIN is shown below:	Comment by Qualcomm-SA2-revisions: The above text only mentions GIN but the example FQDN also contains SNPN id
n3iwf.5gc.GIN999123456789ABCDE..pub.3gppnetwork.org
Editor's Note:Which authority will resolve the DNS query for N3IWF FQDN using GIN is FFS. 
6.X.3	Procedures
Editor's Note: This clause describes procedures and information flows for the solution.
6.X.4	Impacts on services, entities, and interfaces
Editor's Note: This clause lists impacts to services, entities, and interfaces.
UE impact:
-	Ability to construct an FQDN consisting of GINs used for selecting a preferred SNPN that supports connecting with Credentials Holder. 
SNPN operator and/or GSMA:
-	Use SNPN FQDN consisting of GINs.
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